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(3) The contracting officer— 
(i) Reviews the contractor’s docu-

mentation; 
(ii) Decides whether to authorize the 

acquisition; and 
(iii) Advises— 
(A) The contractor if authorization is 

not granted; and 
(B) The administrative contracting 

officer if authorization is granted. 

[56 FR 36429, July 31, 1991, as amended at 62 
FR 1060, Jan. 8, 1997; 62 FR 9376, Mar. 3, 1997; 
62 FR 34127, June 24, 1997]

239.7303 Contractor documentation. 

Contracting officers may tailor the 
documentation requirements in para-
graphs (a) through (d) of this section. 

(a) List of existing ADPE and an anal-
ysis of its use. (1) List of each compo-
nent identified by manufacturer, type, 
model number, location, date of instal-
lation, and how acquired (lease, pur-
chase, Government-furnished). Identify 
those acquired specifically to perform 
a Government contract. 

(2) Reliability and usage data on each 
component for the past 12 months. 

(3) Identification of users supported 
by each component, including how 
much time each user requires the com-
ponent and the related contract or task 
involved. 

(b) List of new ADPE needed and rea-
sons why it is needed. (1) Estimates of 
the new equipment’s useful life. 

(2) List of tasks the new equipment is 
needed for and why, including esti-
mated monthly usage for each major 
task or project. 

(3) Anticipated software and tele-
communications requirements. 

(c) Selection of computer equipment. (1) 
If the acquisition is competitive— 

(i) List sources solicited and pro-
posals received; 

(ii) Show how the evaluation was per-
formed; and 

(iii) Provide an explanation if the se-
lected offer is not the lowest evaluated 
offer. 

(2) If the acquisition is not competi-
tive, state why. 

(d) Cost. State the ADPE cost. 

[62 FR 9376, Mar. 3, 1997]

Subpart 239.74—
Telecommunications Services

239.7400 Scope. 
This subpart prescribes policy and 

procedures for acquisition of tele-
communications services and mainte-
nance of telecommunications security. 
Telecommunications services may also 
meet the definition of information 
technology. 

[62 FR 1060, Jan. 8, 1997]

239.7401 Definitions. 
As used in this subpart— 
(a) Common carrier means any entity 

engaged in the business of providing 
telecommunications services which are 
regulated by the Federal Communica-
tions Commission or other govern-
mental body. 

(b) Foreign carrier means any person, 
partnership, association, joint-stock 
company, trust, governmental body, or 
corporation not subject to regulation 
by a U.S. governmental regulatory 
body and not doing business as a cit-
izen of the United States, providing 
telecommunications services outside 
the territorial limits of the United 
States. 

(c) Governmental regulatory body 
means the Federal Communications 
Commission, any statewide regulatory 
body, or any body with less than state-
wide jurisdiction when operating under 
the State authority. The following are 
not ‘‘governmental regulatory bod-
ies’’— 

(1) Regulatory bodies whose decisions 
are not subject to judicial appeal; and 

(2) Regulatory bodies which regulate 
a company owned by the same entity 
which creates the regulatory body. 

(d) Noncommon carrier means any en-
tity other than a common carrier offer-
ing telecommunications facilities, 
services, or equipment for lease. 

(e) Security, sensitive information, and 
telecommunications systems have the 
meaning given in the clause at 252.239–
7016, Telecommunications Security 
Equipment, Devices, Techniques, and 
Services. 

(f) Telecommunications means the 
transmission, emission, or reception of 
signals, signs, writing, images, sounds, 
or intelligence of any nature, by wire, 
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cable, satellite, fiber optics, laser, 
radio, or any other electronic, electric, 
electromagnetic, or acoustically cou-
pled means. 

(g) Telecommunications services means 
the services acquired, whether by lease 
or contract, to meet the Government’s 
telecommunications needs. The term 
includes the telecommunications fa-
cilities and equipment necessary to 
provide such services.

239.7402 Policy. 
(a) Acquisition. (1) DoD policy is to 

acquire telecommunications services 
from common and noncommon tele-
communications carriers— 

(i) On a competitive basis, except 
when acquisition using other than full 
and open competition is justified. 

(ii) Recognizing the regulations, 
practices, and decisions of the Federal 
Communications Commission (FCC) 
and other governmental regulatory 
bodies on rates, cost principles, and ac-
counting practices; 

(iii) Making provision in tele-
communications services contracts for 
adoption of— 

(A) FCC approved practices; or 
(B) The generally accepted practices 

of the industry on those issues con-
cerning common carrier services 
where— 

(1) The governmental regulatory 
body has not expressed itself; 

(2) The governmental regulatory 
body has declined jurisdiction; or 

(3) There is no governmental regu-
latory body to decide. 

(2) DoD’s unique consumer needs in 
both volume and technology require 
DoD to participate actively in the rule 
making process of cognizant govern-
mental regulatory bodies. DoD also 
must work with the government regu-
latory bodies and common carriers to 
be sure that in those areas in which the 
FCC cannot or will not rule, sound reg-
ulatory practices are followed. DoD 
should make every effort to avoid the 
time and expense of litigation by full 
and fair disclosure of both the carrier’s 
and the DoD’s position in advance. 

(3) If actions do not produce reason-
able or lawful rates, or when there is a 
refusal to provide required services or 
file appropriate tariffs, DoD should 
litigate. All contracts with the regu-

latory bodies should be through coun-
sel under department/agency and De-
fense Information Systems Agency pro-
cedures. 

(b) Security. (1) The contracting offi-
cer shall ensure, in accordance with 
agency procedures, that purchase re-
quests identify— 

(i) The nature and extent of informa-
tion requiring security during tele-
communications; 

(ii) The requirement for the con-
tractor to secure telecommunications 
systems; 

(iii) The telecommunications secu-
rity equipment, devices, techniques, or 
services with which the contractor’s 
telecommunications security equip-
ment, devices, techniques, or services 
must be interoperable; and 

(iv) The approved telecommuni-
cations security equipment, devices, 
techniques, or services, such as found 
in the National Security Agency’s In-
formation Systems Security Products 
and Services Catalogue. 

(2) Contractors and subcontractors 
shall provide all telecommunications 
security techniques or services re-
quired for performance of Government 
contracts. 

(3) Except as provided in paragraph 
(b)(4) of this subsection, contractors 
and subcontractors shall normally pro-
vide all required telecommunications 
security equipment or devices as plant 
equipment in accordance with FAR 
part 45. In some cases, such as for com-
munications security (COMSEC) equip-
ment designated as controlled cryp-
tographic item (CCI), contractors or 
subcontractors must also meet owner-
ship eligibility conditions. 

(4) When the contractor or subcon-
tractor does not meet ownership eligi-
bility conditions, the head of the agen-
cy may authorize provision of the nec-
essary facilities as Government-fur-
nished property or acquisition as con-
tractor-acquired property, as long as 
conditions of FAR 45.303 are met. 

[56 FR 36429, July 31, 1991, as amended at 56 
FR 67220, Dec. 30, 1991; 62 FR 1060, Jan. 8, 
1997]

239.7403 Regulatory bodies. 

The FCC and other governmental 
regulatory bodies publish rules and 
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