Coast Guard, DHS

procedures in 46 CFR 1.03-15. Appeals of
District Commander decisions or ac-
tions made under §101.410 of this sub-
part should be made to the Com-
mandant (G-MOC), according to the
procedures in 46 CFR 1.03-15.

(c) Any person directly affected by a
decision or action taken by the Com-
manding Officer, Marine Safety Center,
under this subchapter, may appeal that
action or decision to the Commandant
(G-MP) according to the procedures in
46 CFR 1.03-15.

(d) Decisions made by Commandant
(G-MP), whether made under this sub-
chapter generally or pursuant to the
appeal provisions of this section, are
considered final agency action.

[USCG-2003-14792, 68 FR 39278, July 1, 2003, as
amended at 68 FR 60472, Oct. 22, 2003; 68 FR
62502, Nov. 4, 2003]

Subpart E—Other Provisions

§101.500 Procedures for authorizing a
Recognized Security Organization
(RSO). [Reserved]

§101.505 Declaration of
(DoS).

(a) The purpose of a DoS, as described
in SOLAS Chapter XI-2, Regulation 10,
and the ISPS Code (Incorporated by
reference, see §101.115), is to state the
agreement reached between a vessel
and a facility, or between vessels in the
case of a vessel-to-vessel activity, as to
the respective security measures each
must undertake during a specific ves-
sel-to-facility interface, during a series
of interfaces between the vessel and
the facility, or during a vessel-to-ves-
sel activity.

(b) Details as to who must complete
a DoS, when a DoS must be completed,
and how long a DoS must be retained
are included in parts 104 through 106 of
this subchapter. A DoS must, at a min-
imum, include the information found
in the ISPS Code, part B, appendix 1
(Incorporated by reference, see
§101.115).

(c) All vessels and facilities required
to comply with parts 104, 105, and 106 of
this subchapter must, at a minimum,
comply with the DoS requirements of
the MARSEC Level set for the port.

(d) The COTP may also require a DoS
be completed for vessels and facilities
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during periods of critical port oper-
ations, special marine events, or when
vessels give notification of a higher
MARSEC Level than that set in the
COTP’s Area of Responsibility (AOR).

[USCG-2003-14792, 68 FR 39278, July 1, 2003, as
amended at 68 FR 60472, Oct. 22, 2003]

§101.510 Assessment tools.

Ports, vessels, and facilities required
to conduct security assessments by
part 103, 104, 105, or 106 of this sub-
chapter may use any assessment tool
that meets the standards set out in
part 103, 104, 105, or 106, as applicable.
These tools may include:

(a) DHS/TSA’s vulnerability self-as-
sessment tool located at http:/
www.tsa.gov/risk; and

(b) USCG assessment tools, available
from the cognizant COTP or at http:/
www.uscg.mil/hg/g-m/nvic, as set out in
the following:

(1) Navigation and Vessel Inspection
Circular titled, “Guidelines for Port Se-
curity Committees, and Port Security
Plans Required for U.S. Ports” (NVIC 9-
02);

(2) Navigation and Vessel Inspection
Circular titled, “Security Guidelines
for Vessels”, (NVIC 10-02); and

(3) Navigation and Vessel Inspection
Circular titled, “Security Guidelines
for Facilities”, (NVIC 11-02).

[USCG-2003-14792, 68 FR 39278, July 1, 2003, as
amended at 68 FR 60472, Oct. 22, 2003]

§101.515 Personal identification.

(a) Any personal identification cre-
dential accepted under the access con-
trol provisions of this subchapter must,
at a minimum, meet the following re-
quirements:

(1) Be laminated or otherwise secure
against tampering;

(2) Contain the individual’s full name
(full first and last names, middle ini-
tial is acceptable);

(3) Contain a photo that accurately
depicts that individual’s current facial
appearance; and

(4) Bear the name of the issuing au-
thority.

(b) The issuing authority in para-
graph (a)(4) of this section must be:

(1) A government authority, or an or-
ganization authorized to act on behalf
of a government authority; or
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