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33 CFR Ch. | (7-1-04 Edition)

That part of security concerned with physical measures
designed to safeguard personnel; to prevent unauthorized
access 1o equipment, installations, material, and documents;
and to safeguard them against terrorism, espionage, sabotage,
damage, and theft.

The design and material construction characteristics of piers,
facilities, and associated structures.

Infrastructure that may be exploited during an attack, other
than utilities.

The essential cquipment and services that are vital to the
operation of the facility.

That part of security concerned with measures to protect radio
and telecommunication equipment, including computer
systems and nctworks.

Equipment, Gear, or Systems designed to protect facility
personnel (i.e. weapons, body armor).

Plans, Policies, and Procedures for specific operations.

The ability to coordinate and receive/share information with
Jocal/state/federal agencies and other commercial entities.

Tmplementation of Plans, Policics, and Procedures through
Training, Drills, and Exercises conducted to improve security
awareness, prevention, and response.

Lighting LIT

Patrols PAT
Planning, Policics, & Procedures PPP

Redundancy RED
Response RES
Stand-off Distance SOD
Structural Hardening STH
Surveillance SUR
Training TRA
Vessels/Vehicles VEV

[USCG-2003-14732, 68 FR 39322, July 1, 2003, as amended at 68 FR 60543, Oct. 22, 2003]
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Alternative Security Program.

106.140 Maritime Security (MARSEC) Direc-
tive.
106.145 Right to appeal.

Subpart B—Outer Continental Shelf (OCS)
Facility Security Requirements

106.200 Owner or operator.

106.205 Company Security Officer (CSO).

106.210 Facility Security Officer (FSO).

106.215 Company or OCS facility personnel
with security duties.

106.220 Security training for all other OCS
facility personnel.

106.225 Drill and exercise requirements.

106.230 OCS facility recordkeeping require-
ments.
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Coast Guard, DHS

106.235 Maritime Security (MARSEC) Level
coordination and implementation.

106.240 Communications.

106.245 Procedures for interfacing with ves-
sels.

106.250 Declaration of Security (DoS).

106.255 Security systems and equipment
maintenance.

106.260 Security measures for access con-
trol.

106.265 Security measures for
areas.

106.270 Security measures for delivery of
stores and industrial supplies.

106.275 Security measures for monitoring.

106.280 Security incident procedures.
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Subpart C—Outer Continental Shelf (OCS)
Facility Security Assessment (FSA)

106.300 General.

106.305 Facility Security Assessment (FSA)
requirements.

106.310 Submission requirements.

Subpart D—Outer Continental Shelf (OCS)
Facility Security Plan (FSP)

106.400 General.

106.405 Format and Content of the Facility
Security Plan (FSP).

106.410 Submission and approval.

106.415 Amendment and audit.

AUTHORITY: 33 U.S.C. 1226, 1231; 46 U.S.C.
Chapter 701; 50 U.S.C. 191; 33 CFR 1.05-1, 6.04—
11, 6.14, 6.16, and 6.19; Department Of Home-
land Security Delegation No. 0170.1.

SOURCE: USCG-2003-14759, 68 FR 39345, July
1, 2003, unless otherwise noted.

Subpart A—General

§106.100 Definitions.

Except as specifically stated in this
subpart, the definitions in part 101 of
this subchapter apply to this part.

§106.105 Applicability.

The requirements in this part apply
to owners and operators of any fixed or
floating facility, including MODUs not
subject to part 104 of this subchapter,
operating on the Outer Continental
Shelf (OCS) of the United States for
the purposes of engaging in the explo-
ration, development, or production of
oil, natural gas, or mineral resources
that are regulated by 33 CFR sub-
chapter N, that meet the following op-
erating conditions:

(a) Hosts more than 150 persons for 12
hours or more in each 24-hour period
continuously for 30 days or more;

§106.115

(b) Produces greater than 100,000 bar-
rels of oil per day; or

(c) Produces greater than 200 million
cubic feet of natural gas per day.

§106.110 Compliance dates.

(@) On or before December 31, 2003,
OCS facility owners or operators must
submit to the cognizant District Com-
mander for each OCS facility—

(1) The Facility Security Plan de-
scribed in subpart D of this part for re-
view and approval; or

(2) If intending to operate under an
approved Alternative Security Pro-
gram, a letter signed by the OCS facil-
ity owner or operator stating which ap-
proved Alternative Security Program
the owner or operator intends to use.

(b) On or before July 1, 2004, each
OCS facility owner or operator must be
operating in compliance with this part.

(c) OCs facilities built on or after
July 1, 2004, must submit for approval
an FSP 60 days prior to beginning oper-
ations.

[USCG-2003-14759, 68 FR 39345, July 1, 2003, as
amended at 68 FR 60557, Oct. 22, 2003]

§106.115 Compliance documentation.

Each OCS facility owner or operator
subject to this part must ensure before
July 1, 2004, that copies of the fol-
lowing documentation are available at
the OCS facility and are made avail-
able to the Coast Guard upon request:

(@) The approved Facility Security
Plan (FSP) and any approved revisions
or amendments thereto, and a letter of
approval from the cognizant District
Commander dated within the last 5
years;

(b) The FSP submitted for approval
and current written acknowledgment
from the cognizant District Com-
mander, stating that the Coast Guard
is currently reviewing the FSP sub-
mitted for approval and that the OCS
facility may continue to operate so
long as the OCS facility remains in
compliance with the submitted FSP; or

(c) For OCS facilities operating under
a Coast Guard-approved Alternative
Security Program as provided in
§106.135, a copy of the Alternative Se-
curity Program the OCS facility is
using, including a facility specific se-
curity assessment report generated
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