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(1) On application showing that ac-
cess to Restricted Data or National Se-
curity Information may be required for 
the preparation of a party’s case, and 
except as provided in paragraph (h) of 
this section, the Commission or the 
presiding officer will issue an order 
granting access to such Restricted 
Data or National Security Information 
to the party upon his obtaining the re-
quired security clearance, to counsel 
for the party upon their obtaining the 
required security clearance, and to 
such other individuals as may be need-
ed by the party for the preparation and 
presentation of his case upon their ob-
taining the required clearance. 

(2) Where the interest of the party 
applying for access will not be preju-
diced, the Commission or the presiding 
officer may postpone action on an ap-
plication pursuant to this paragraph 
until after a notice of hearing, answers 
and replies have been filed. 

(c) The Commission will consider re-
quests for appropriate security clear-
ances in reasonable numbers pursuant 
to this section. A reasonable charge 
will be made by the Commission for 
costs of security clearance pursuant to 
this section. 

(d) The presiding officer may certify 
to the Commission for its consider-
ation and determination any questions 
relating to access to Restricted Data or 
National Security Information arising 
under this section. Any party affected 
by a determination or order of the pre-
siding officer under this section may 
appeal forthwith to the Commission 
from the determination or order. The 
filing by the staff of an appeal from an 
order of a presiding officer granting ac-
cess to Restricted Data or National Se-
curity Information shall stay the order 
pending determination of the appeal by 
the Commission. 

(e) Application granting access to re-
stricted data or national security in-
formation. 

(1) An application under this section 
for orders granting access to restricted 
data or national security information 
not received from another Government 
agency will normally be acted upon by 
the presiding officer, or if a proceeding 
is not before a presiding officer, by the 
Commission. 

(2) An application under this section 
for orders granting access to restricted 
data or national security information 
where the information has been re-
ceived by the Commission from an-
other Government agency will be acted 
upon by the Commission. 

(f) To the extent practicable, an ap-
plication for an order granting access 
under this section shall describe the 
subjects of Restricted Data or National 
Security Information to which access 
is desired and the level of classification 
(confidential, secret or other) of the in-
formation; the reasons why access to 
the information is requested; the 
names of individuals for whom clear-
ances are requested; and the reasons 
why security clearances are being re-
quested for those individuals. 

(g) On the conclusion of a proceeding, 
the Commission will terminate all or-
ders issued in the proceeding for access 
to Restricted Data or National Secu-
rity Information and all security clear-
ances granted pursuant to them; and 
may issue such orders requiring the 
disposal of classified matter received 
pursuant to them or requiring the ob-
servance of other procedures to safe-
guard such classified matter as it 
deems necessary to protect Restricted 
Data or National Security Information. 

(h) Refusal to grant access to re-
stricted data or national security in-
formation. 

(1) The Commission will not grant ac-
cess to restricted data or national se-
curity information unless it deter-
mines that the granting of access will 
not be inimical to the common defense 
and security. 

(2) Access to Restricted Data or Na-
tional Security Information which has 
been received by the Commission from 
another Government agency will not be 
granted by the Commission if the origi-
nating agency determines in writing 
that access should not be granted. The 
Commission will consult the origi-
nating agency prior to granting access 
to such data or information received 
from another Government agency. 

§ 2.906 Obligation of parties to avoid 
introduction of restricted data or 
national security information. 

It is the obligation of all parties in a 
proceeding subject to this part to 
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avoid, where practicable, the introduc-
tion of Restricted Data or National Se-
curity Information into the proceeding. 
This obligation rests on each party 
whether or not all other parties have 
the required security clear-
ance.participants, and the LSS Admin-
istration. 

§ 2.907 Notice of intent to introduce re-
stricted data or national security 
information. 

(a) If, at the time of publication of a 
notice of hearing, it appears to the 
staff that it will be impracticable for it 
to avoid the introduction of Restricted 
Data or National Security Information 
into the proceeding, it will file a notice 
of intent to introduce Restricted Data 
or National Security Information. 

(b) If, at the time of filing of an an-
swer to the notice of hearing it appears 
to the party filing that it will be im-
practicable for the party to avoid the 
introduction of Restricted Data or Na-
tional Security Information into the 
proceeding, the party shall state in the 
answer a notice of intent to introduce 
Restricted Data or National Security 
Information into the proceeding. 

(c) If, at any later stage of a pro-
ceeding, it appears to any party that it 
will be impracticable to avoid the in-
troduction of Restricted Data or Na-
tional Security Information into the 
proceeding, the party shall give to the 
other parties prompt written notice of 
intent to introduce Restricted Data or 
National Security Information into the 
proceeding. 

(d) Restricted Data or National Secu-
rity Information shall not be intro-
duced into a proceeding after publica-
tion of a notice of hearing unless a no-
tice of intent has been filed in accord-
ance with § 2.908, except as permitted in 
the discretion of the presiding officer 
when it is clear that no party or the 
public interest will be prejudiced. 

§ 2.908 Contents of notice of intent to 
introduce restricted data or other 
national security information. 

(a) A party who intends to introduce 
Restricted Data or other National Se-
curity Information shall file a notice of 
intent with the Secretary. The notice 
shall be unclassified and, to the extent 

consistent with classification require-
ments, shall include the following: 

(1) The subject matter of the Re-
stricted Data or other National Secu-
rity Information which it is antici-
pated will be involved; 

(2) The highest level of classification 
of the information (confidential, se-
cret, or other); 

(3) The stage of the proceeding at 
which he anticipates a need to intro-
duce the information; and 

(4) The relevance and materiality of 
the information to the issues on the 
proceeding. 

(b) In the discretion of the presiding 
officer, such notice, when required by 
§ 2.907(c), may be given orally on the 
record. 

§ 2.909 Rearrangement or suspension 
of proceedings. 

In any proceeding subject to this part 
where a party gives a notice of intent 
to introduce Restricted Data or other 
National Security Information, and the 
presiding officer determines that any 
other interested party does not have 
required security clearances, the pre-
siding officer may in his discretion: 

(a) Rearrange the normal order of the 
proceeding in a manner which gives 
such interested parties an opportunity 
to obtain required security clearances 
with minimum delay in the conduct of 
the proceeding. 

(b) Suspend the proceeding or any 
portion of it until all interested parties 
have had opportunity to obtain re-
quired security clearances. No pro-
ceeding shall be suspended for such rea-
sons for more than 100 days except with 
the consent of all parties or on a deter-
mination by the presiding officer that 
further suspension of the proceeding 
would not be contrary to the public in-
terest. 

(c) Take such other action as he de-
termines to be in the best interest of 
all parties and the public. 

§ 2.910 Unclassified statements re-
quired. 

(a) Whenever Restricted Data or 
other National Security Information is 
introduced into a proceeding, the party 
offering it shall submit to the presiding 

VerDate Aug<04>2004 11:52 Jan 27, 2005 Jkt 205030 PO 00000 Frm 00102 Fmt 8010 Sfmt 8010 Y:\SGML\205030T.XXX 205030T


