
432 

10 CFR Ch. I (1–1–05 Edition) § 25.23 

National Security Information or Re-
stricted Data; and 

(ii) A personnel security packet as 
described in § 25.17(d). 

(2) Renewal applications and the re-
quired paperwork are not required for 
individuals who have a current and ac-
tive access authorization from another 
Federal agency and who are subject to 
a reinvestigation program by that 
agency that is determined by the NRC 
to meet the NRC’s requirements. (The 
DOE Reinvestigation Program has been 
determined to meet the NRC’s require-
ments.) For these individuals, the sub-
mission of the SF–86 by the licensee or 
other person to the other Government 
agency pursuant to their reinvestiga-
tion requirements will satisfy the 
NRC’s renewal submission and paper-
work requirements, even if less than 
five years have passed since the date of 
issuance or renewal of the NRC ‘‘Q’’ ac-
cess authorization, or if less than 10 
years have passed since the date of 
issuance or renewal of the NRC ‘‘L’’ ac-
cess authorization. Any NRC access au-
thorization continued in response to 
the provisions of this paragraph will, 
thereafter, not be due for renewal until 
the date set by the other Government 
agency for the next reinvestigation of 
the individual pursuant to the other 
agency’s reinvestigation program. 
However, the period of time for the ini-
tial and each subsequent NRC ‘‘Q’’ re-
newal application to the NRC may not 
exceed seven years or, in the case of an 
NRC ‘‘L’’ renewal application, twelve 
years. Any individual who is subject to 
the reinvestigation program require-
ments of another Federal agency but, 
for administrative or other reasons, 
does not submit reinvestigation forms 
to that agency within seven years for a 
‘‘Q’’ renewal or twelve years for an ‘‘L’’ 
renewal of the previous submission, 
shall submit a renewal application to 
the NRC using the forms prescribed in 
§ 25.17(d) before the expiration of the 
seven-year period for a ‘‘Q’’ renewal or 
twelve-year period for an ‘‘L’’ renewal. 

(3) If the NRC is not the CSA, re-
investigation program procedures and 
requirements will be set by the CSA. 

[62 FR 17688, Apr. 11, 1997, as amended at 64 
FR 15648, Apr. 1, 1999] 

§ 25.23 Notification of grant of access 
authorization. 

The determination to grant or renew 
access authorization will be furnished 
in writing to the licensee or organiza-
tion that initiated the request. Upon 
receipt of the notification of original 
grant of access authorization, the li-
censee or organization shall obtain, as 
a condition for grant of access author-
ization and access to classified infor-
mation, an executed ‘‘Classified Infor-
mation Nondisclosure Agreement’’ 
(SF–312) from the affected individual. 
The SF–312 is an agreement between 
the United States and an individual 
who is cleared for access to classified 
information. An employee issued an 
initial access authorization shall exe-
cute a SF–312 before being granted ac-
cess to classified information. The li-
censee or other organization shall for-
ward the executed SF–312 to the CSA 
for retention. If the employee refuses 
to execute the SF–312, the licensee or 
other organization shall deny the em-
ployee access to classified information 
and submit a report to the CSA. The 
SF–312 must be signed and dated by the 
employee and witnessed. The employ-
ee’s and witness’ signatures must bear 
the same date. The individual shall 
also be given a security orientation 
briefing in accordance with § 95.33 of 
this chapter. Records of access author-
ization grant and renewal notification 
must be maintained by the licensee or 
other organization for three years after 
the access authorization has been ter-
minated by the CSA. This information 
may also be furnished to other rep-
resentatives of the Commission, to li-
censees, contractors, or other Federal 
agencies. Notifications of access au-
thorization will not be given in writing 
to the affected individual except: 

(a) In those cases when the deter-
mination was made as a result of a Per-
sonnel Security Hearing or by a Per-
sonnel Security Review Panel ; or 

(b) When the individual also is the of-
ficial designated by the licensee or 
other organization to whom written 
NRC notifications are forwarded. 

[62 FR 17688, Apr. 11, 1997, as amended at 64 
FR 15648, Apr. 1, 1999] 
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