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may deem to be appropriate, including, 
but not limited to, specific applica-
tions of the technology, materials or 
processes required to be used in pro-
ducing or using the technology, restric-
tions on transfer or licensing, and 
training and instructions required to 
be provided to persons involved in the 
deployment of the technology. Failure 
to specify a covered person or entity in 
a Designation will not preclude appli-
cation of the Act’s protections to that 
person or entity. 

(g) Government procurements. The 
Under Secretary may coordinate a 
SAFETY Act review in connection 
with a Federal, state, or local govern-
ment agency procurement of an anti- 
terrorism technology in any manner he 
or she deems appropriate and con-
sistent with the Act and other applica-
ble laws. 

(h) Pre-application consultations. To 
the extent that he or she deems it ap-
propriate, the Under Secretary may 
consult with potential SAFETY Act 
applicants regarding the need for or ad-
visability of particular types of anti- 
terrorism technologies, although no 
pre-approval of any particular tech-
nology may be given. Such potential 
applicants may request such consulta-
tions through the Pre-Application 
process set forth in the SAFETY Act 
Application Kit. The confidentiality 
provisions in § 25.8 shall be applicable 
to such consultations. 

§ 25.4 Obligations of seller. 
(a) Liability insurance required. The 

Seller shall obtain liability insurance 
of such types and in such amounts as 
shall be required in the applicable Des-
ignation, which shall be the amounts 
and types certified by the Under Sec-
retary to satisfy otherwise compen-
sable third-party claims arising out of, 
relating to, or resulting from an act of 
terrorism when qualified anti-ter-
rorism technologies have been de-
ployed in defense against, response to, 
or recovery from, such act. Notwith-
standing the foregoing, if the Under 
Secretary determines that insurance in 
appropriate amounts or of appropriate 
types is not available for a particular 
technology, the Under Secretary may 
authorize a Seller to self-insure and 
prescribe the amount and terms of the 

Seller’s liability in the applicable Des-
ignation, which amount and terms 
shall be such as will not unreasonably 
distort the sales price of the Seller’s 
anti-terrorism technology. The Under 
Secretary may request at any time (be-
fore or after the insurance certification 
process established under this section) 
that the Seller or any other provider of 
qualified anti-terrorism technology 
submit any information that would: 

(1) Assist in determining the amount 
of liability insurance required, or 

(2) Show that the Seller or any other 
provider of qualified anti-terrorism 
technology otherwise has met all the 
requirements of this section. 

(b) Maximum Amount. For the total 
claims related to one act of terrorism, 
in determining the required amounts 
and types of liability insurance that 
the Seller will be required to obtain, 
the Under Secretary shall not require 
the Seller to obtain liability insurance 
of more than the maximum amount of 
liability insurance reasonably avail-
able from private sources on the world 
market at prices and terms that will 
not unreasonably distort the sales 
price of the Seller’s anti-terrorism 
technology. The Under Secretary will 
determine the amount of liability in-
surance required for each technology, 
or, to the extent feasible and appro-
priate, a particular group of tech-
nologies. The Under Secretary or his 
designee may find that—notwith-
standing the level of risk exposure for 
a particular technology, or group of 
technologies—the maximum amount of 
liability insurance from private 
sources on the world market is set at a 
price or contingent on terms that will 
unreasonably distort the sales price of 
a Seller’s technology, thereby necessi-
tating liability insurance coverage 
below the maximum amount available. 
In determining the amount of liability 
insurance required, the Under Sec-
retary may consider any factor, includ-
ing, but not limited to, the following: 

(1) The particular technology at 
issue; 

(2) The amount of liability insurance 
the Seller maintained prior to applica-
tion; 

(3) The amount of liability insurance 
maintained by the Seller for other 

VerDate Aug<04>2004 04:22 Jan 14, 2005 Jkt 205011 PO 00000 Frm 00080 Fmt 8010 Sfmt 8010 Y:\SGML\205011T.XXX 205011T



81 

Office of the Secretary, DHS § 25.4 

technologies or for the Seller’s busi-
ness as a whole; 

(4) The amount of liability insurance 
typically maintained by sellers of com-
parable technologies; 

(5) Information regarding the amount 
of liability insurance offered on the 
world market; 

(6) Data and history regarding mass 
casualty losses; 

(7) The intended use of the tech-
nology; 

(8) The possible effects of the cost of 
insurance on the price of the product, 
and the possible consequences thereof 
for development, production, or deploy-
ment of the technology; and 

(9) In the case of a Seller seeking ap-
proval to self-insure, the factors de-
scribed in 48 CFR 28.308(d). 

(c) Scope of coverage. Liability insur-
ance required to be obtained (or self-in-
surance required) pursuant to this sec-
tion shall, in addition to the Seller, 
protect the following, to the extent of 
their potential liability for involve-
ment in the manufacture, qualifica-
tion, sale, use, or operation of qualified 
anti-terrorism technologies deployed 
in defense against, response to, or re-
covery from, an act of terrorism: 

(1) Contractors, subcontractors, sup-
pliers, vendors and customers of the 
Seller. 

(2) Contractors, subcontractors, sup-
pliers, and vendors of the customer. 

(d) Third party claims. Any liability 
insurance required to be obtained (or 
self-insurance required) pursuant to 
this section shall provide coverage 
against third party claims arising out 
of, relating to, or resulting from an act 
of terrorism when the applicable quali-
fied anti-terrorism technologies have 
been deployed in defense against, re-
sponse to, or recovery from such act. 

(e) Reciprocal waiver of claims. The 
Seller shall enter into a reciprocal 
waiver of claims with its contractors, 
subcontractors, suppliers, vendors, and 
customers, and contractors and sub-
contractors of the customers, involved 
in the manufacture, sale, use, or oper-
ation of qualified anti-terrorism tech-
nologies, under which each party to the 
waiver agrees to be responsible for 
losses, including business interruption 
losses, that it sustains, or for losses 
sustained by its own employees result-

ing from an activity resulting from an 
act of terrorism when qualified anti- 
terrorism technologies have been de-
ployed in defense against, response to, 
or recovery from such act. Notwith-
standing the foregoing, if the Seller 
has used diligent efforts in good faith 
to obtain all required reciprocal waiv-
ers, then obtaining such waivers shall 
not be a condition precedent or subse-
quent for, nor shall the failure to ob-
tain one or more of such waivers ad-
versely affect, the issuance, validity, 
effectiveness, duration, or applicability 
of a Designation or a Certification. 
Nothing in this paragraph (e) shall be 
interpreted to render the failure to ob-
tain one or more of such waivers a con-
dition precedent or subsequent for the 
issuance, validity, effectiveness, dura-
tion, or applicability of a Designation 
or a Certification. 

(f) Extent of liability. Liability for all 
claims against a Seller arising out of, 
relating to, or resulting from an act of 
terrorism when such Seller’s qualified 
anti-terrorism technology has been de-
ployed in defense against, response to, 
or recovery from such act in accord-
ance with the applicable Designation 
and such claims result or may result in 
loss to the Seller, whether for compen-
satory or punitive damages or for con-
tribution or indemnity, shall not be in 
an amount greater than the limits of 
liability insurance coverage required 
to be maintained by the Seller under 
this Section, or, in the case of a Seller 
authorized by the Under Secretary to 
self-insure pursuant to this Section, 
shall not be in an amount greater than 
the liability limit prescribed by the 
Under Secretary in the applicable Des-
ignation. 

(1) In addition, in any action brought 
under Section 863 of the Act for dam-
ages: 

(i) No punitive damages intended to 
punish or deter, exemplary damages, or 
other damages not intended to com-
pensate a plaintiff for actual losses 
may be awarded, nor shall any party be 
liable for interest prior to the judg-
ment, 

(ii) Noneconomic damages may be 
awarded against a defendant only in an 
amount directly proportional to the 
percentage of responsibility of such de-
fendant for the harm to the plaintiff, 
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and no plaintiff may recover non-
economic damages unless the plaintiff 
suffered physical harm, and 

(iii) any recovery by a plaintiff shall 
be reduced by the amount of collateral 
source compensation, if any, that the 
plaintiff has received or is entitled to 
receive as a result of such acts of ter-
rorism that result or may result in loss 
to the Seller. 

(2) Without prejudice to the author-
ity of the Under Secretary to termi-
nate a Designation pursuant to para-
graph (h) of this Section, such liability 
limitations and reductions shall apply 
in perpetuity to all deployments of a 
qualified anti-terrorism technology 
that occur on or after the effective 
date of the Designation applicable to 
such technology in defense against, re-
sponse to, or recovery from any act of 
terrorism, regardless of whether any li-
ability insurance coverage required to 
be obtained by the Seller is actually 
maintained or not, provided that the 
sale of such technology was con-
summated by the Seller on or after the 
earliest date of sale of such technology 
specified in such Designation (which 
shall be determined by the Under Sec-
retary in his or her discretion, and may 
be prior to, but shall not be later than, 
such effective date) and prior to the ex-
piration or termination of such Des-
ignation. 

(g) Information to be submitted by the 
Seller. As part of any application for a 
Designation, the Seller shall provide a 
statement, executed by a duly author-
ized representative of the Seller, of all 
liability insurance coverage applicable 
to third-party claims arising out of, re-
lating to, or resulting from an act of 
terrorism when the Seller’s qualified 
anti-terrorism technology has been de-
ployed in defense against, response to, 
or recovery from such act, including: 

(1) Names of insurance companies, 
policy numbers, and expiration dates; 

(2) A description of the types and na-
ture of such insurance (including the 
extent to which the Seller is self-in-
sured or intends to self-insure); 

(3) Dollar limits per occurrence and 
annually of such insurance, including 
any applicable sublimits; 

(4) Deductibles or self-insured reten-
tions, if any, that are applicable; 

(5) Any relevant exclusions from cov-
erage under such policies; 

(6) The price for such insurance, if 
available, and the per-unit amount or 
percentage of such price directly re-
lated to liability coverage for the Sell-
er’s qualified anti-terrorism tech-
nology deployed in defense against, or 
response to, or recovery from an act of 
terror; 

(7) Where applicable, whether the li-
ability insurance, in addition to the 
Seller, protects contractors, sub-
contractors, suppliers, vendors and cus-
tomers of the Seller and contractors, 
subcontractors, suppliers, vendors and 
customers of the customer to the ex-
tent of their potential liability for in-
volvement in the manufacture, quali-
fication, sale, use or operation of 
Qualified Anti-terrorism Technologies 
deployed in defense against, response 
to, or recovery from an act of ter-
rorism; 

(8) Any limitations on such liability 
insurance; and 

(9) In the case of a Seller seeking ap-
proval to self-insure, all of the infor-
mation described in 48 CFR 28.308(a)(1) 
through (10). 

(h) Under Secretary’s certification. For 
each qualified anti-terrorism tech-
nology, the Under Secretary shall cer-
tify the amount of insurance required 
under Section 864 of the Act. The 
Under Secretary shall include the cer-
tification under this section as a part 
of the applicable Designation. The cer-
tification may specify a period of time 
for which the certification will apply. 
The Seller of a qualified anti-terrorism 
technology may at any time petition 
the Under Secretary for a revision or 
termination of the certification under 
this section. The Under Secretary or 
his designee may at any time request 
information from the Seller regarding 
the insurance maintained by the Seller 
or the amount of insurance available to 
the Seller. 

(i) Seller’s continuing obligations. 
Within 30 days after the Under Sec-
retary’s certification required by para-
graph (h), and within 30 days after each 
subsequent anniversary of the issuance 
of a Designation, the Seller shall cer-
tify to the Under Secretary that the 
Seller has maintained the insurance re-
quired by such certification. The Under 
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Secretary may terminate a Designa-
tion if the Seller fails to provide the 
certification required by this para-
graph or provides a false certification. 
The Under Secretary may also consider 
such failure to provide the certifi-
cation or provision of a false certifi-
cation when reviewing future applica-
tions from the same Seller. The Seller 
must also notify the Under Secretary 
of any changes in types or amounts of 
liability insurance coverage for any 
qualified anti-terrorism technology. 

§ 25.5 Procedures for designation of 
qualified anti-terrorism tech-
nologies. 

(a) Application procedure. Any Seller 
seeking a designation shall submit in-
formation supporting such request to 
the Assistant Secretary for Plans, Pro-
grams, and Budget of the Department 
of Homeland Security Directorate of 
Science and Technology (‘‘the Assistant 
Secretary’’), or such other official of 
such Directorate as may be designated 
from time to time by the Under Sec-
retary. The Under Secretary shall 
make application forms available at 
http://www.dhs.gov and by mail upon re-
quest sent to: Directorate of Science 
and Technology, SAFETY Act/room 
4320, Department of Homeland Secu-
rity, Washington, DC 20528. 

(b) Initial notification. Within 30 days 
after receipt of an Application for a 
Designation, the Assistant Secretary 
or his or her designee shall notify the 
applicant in writing that: 

(1) The Application is complete and 
will be reviewed, or 

(2) That the Application is incom-
plete, in which case the missing or in-
complete parts will be specified. 

(c) Review process. The Assistant Sec-
retary or his or her designee will re-
view each complete Application and 
any included supporting materials. In 
performing this function, the Assistant 
Secretary or his or her designee may, 
but is not required to: 

(1) Request additional information 
from the Seller; 

(2) Meet with representatives of the 
Seller; 

(3) Consult with, and rely upon the 
expertise of, any other Federal or non-
federal entity; 

(4) Perform studies or analyses of the 
technology or the insurance market for 
such technology; and 

(5) Seek information from insurers 
regarding the availability of insurance 
for such technology. 

(d) Recommendation of the Assistant 
Secretary. (1) Within 90 days after re-
ceipt of a complete Application for a 
Designation, the Assistant Secretary 
shall make one of the following rec-
ommendations to the Under Secretary 
regarding such Application: 

(i) That the Application be approved 
and a Designation be issued to the Sell-
er; 

(ii) That the Seller be notified that 
the technology is potentially eligible 
for a Designation, but that additional 
specified information is needed before a 
decision may be reached; or 

(iii) That the Application be denied. 
(2) If approval is recommended, the 

recommendation shall include a rec-
ommendation regarding the certifi-
cation required by § 25.4(h). The Assist-
ant Secretary may extend the time pe-
riod beyond 90 days upon notice to the 
Seller; the Assistant Secretary is not 
required to provide a reason or cause 
for such extension. 

(e) Action by the Under Secretary. 
Within 30 days after receiving a rec-
ommendation from the Assistant Sec-
retary pursuant to paragraph (d) of 
this section, the Under Secretary shall 
take one of the following actions: 

(1) Approve the Application and issue 
an appropriate Designation to the Sell-
er, which shall include the certifi-
cation required by §25.4(h); 

(2) Notify the Seller in writing that 
the technology is potentially eligible 
for a Designation, but that additional 
specified information is needed before a 
decision may be reached; or 

(3) Deny the Application, and notify 
the Seller in writing of such decision. 
The Under Secretary may extend the 
time period beyond 30 days upon notice 
to the Seller; the Under Secretary is 
not required to provide a reason or 
cause for such extension. The Under 
Secretary’s decision shall be final and 
not subject to review, except at the dis-
cretion of the Under Secretary. 

(f) Term of Designation; renewal. A 
Designation shall be valid and effective 
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