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(q) Quantity, type, location, and use 
of safety and fire-protection equip-
ment, including fire plan. 

(r) Aerial operations (helicopter land-
ing pad procedures). 

(s) Port response procedures for: 
(1) Fire; 
(2) Reportable product spill; 
(3) Personnel injury (including con-

fined space rescue); and 
(4) Terrorist activity (see Port Secu-

rity Plan). 
(t) Designation of and assignment of 

port personnel to response teams for 
specific contingencies. 

(u) Individual and team training for 
incident response (in accordance with 
46 CFR 109.213) as specified in para-
graphs (u)(1) through (u)(3) of this sec-
tion. 

(1) Care and use of equipment. 
(2) Emergency drills and response: 
(i) Types; 
(ii) Frequency (at least annually); 

and 
(iii) Documentation (records, reports 

and dissemination of ‘‘lessons 
learned’’). 

(3) Documentation of minimum 
training requirements for response 
team members: 

(i) Marine firefighting training; 
(ii) First Aid/CPR; 
(iii) Water survival; 
(iv) Spill response and clean-up; 
(v) Identification of at least one em-

ployee trained and certified at the 
level of an Emergency Medical Techni-
cian-Basic; and 

(vi) Identification of at least two em-
ployees trained and certified as off-
shore competent persons in prevention 
of inadvertent entry into hazardous 
confined spaces. 

(v) Deepwater port security procedures. 
A deepwater port security plan that ad-
dresses security issues, including, but 
not limited to: 

(1) Controlling access of personnel 
and the introduction of goods and ma-
terial into the port; 

(2) Monitoring and alerting vessels 
that approach or enter the port’s secu-
rity zone; 

(3) Identifying risks and procedures 
for increasing the probability of de-
tecting and deterring terrorist or sub-
versive activity (such as using security 
lighting and designating restricted 

areas within the port and remotely 
alarming them, as appropriate); 

(4) Notification requirements (both 
internally and externally) and response 
requirements in the event of a per-
ceived threat or an attack on the port; 

(5) Designating the Port Security Of-
ficer, providing positive and verifiable 
identification of personnel with access 
to the port; 

(6) The training (including drills) re-
quired for all personnel regarding secu-
rity issues; and 

(7) The scalability of actions and pro-
cedures for the various levels of threat. 
Deepwater port operators should en-
sure that security plans address or are 
comparable to the key security plan 
elements provided in 33 CFR part 106. 

(w) Procedures for any special oper-
ations, including: 

(1) Evacuation and re-manning proce-
dures; 

(2) Refueling operations; 
(3) Diving operations; 
(4) Support vessel operations; and 
(5) Providing logistical services. 
(x) Recordkeeping of maintenance 

procedures, tests, and emergency drills 
outlined elsewhere in the operations 
manual. 

(y) Environmental monitoring proce-
dures. A program for monitoring the 
environmental effects of the port and 
its operations in order to maintain 
compliance with the environmental 
conditions in the license and applicable 
environmental laws. 

(1) Routine periodic re-examination 
of the physical, chemical, and biologi-
cal factors contained in the port’s envi-
ronmental impact analysis and base-
line study submitted with the license 
application. The examination process 
must include water and air monitoring 
in accordance with appropriate Federal 
and State statutes. 

(2) A more detailed study may be re-
quired in the wake of an event such as 
an inadvertent release. 

§ 150.20 How many copies of the oper-
ations manual must be given to the 
Coast Guard? 

The draft operations manual will be 
included as part of the application sub-
mission. After a license has been issued 
and approval of the final operations 
manual is granted, the licensee must 
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give the Commandant (G-M) at least 
five copies and five copies of each sub-
sequent amendment to the manual. 

§ 150.25 Amending the operations man-
ual. 

(a) Whenever the cognizant COTP 
finds that the operations manual does 
not meet the requirements of this part, 
the COTP notifies the licensee, in writ-
ing, of the inadequacies in the manual. 

(b) Within 45 days after the notice 
under paragraph (a) of this section is 
sent, the licensee must submit written 
proposed amendments to eliminate the 
inadequacies. 

(c) The cognizant COTP reviews the 
amendments and makes a determina-
tion as to the adequacy of the amend-
ments and notifies the licensee of the 
determination. 

(d) If the COTP decides that an 
amendment is necessary, the amend-
ment goes into effect 60 days after the 
COTP notifies the licensee of the 
amendment. 

(e) The licensee may petition the 
Commandant (G-M), via the appro-
priate district office, to review the de-
cision of the COTP. In this case, the ef-
fective date of the amendment is de-
layed pending the Commandant’s deci-
sion. Petitions must be made (in writ-
ing) and presented to the COTP for for-
warding to the Commandant (G-M). 

(f) If the COTP finds that a particular 
situation requires immediate action to 
prevent a spill or discharge, or to pro-
tect the safety of life and property, the 
COTP may issue an amendment effec-
tive on the date that the licensee re-
ceives it. The COTP must include a 
brief statement of the reasons for the 
immediate amendment. The licensee 
may petition the District Commander 
for review, but the petition does not 
delay the effective date of the amend-
ment. 

§ 150.30 Proposing an amendment to 
the operations manual. 

(a) The licensee may propose an 
amendment to the operations manual: 

(1) By submitting (in writing) the 
amendment and reasons for the amend-
ments to the COTP not less than 30 
days before the requested effective date 
of the amendment; or 

(2) If the amendment is needed imme-
diately, by submitting the amendment, 
and reasons why the amendment is 
needed immediately, to the COTP in 
writing. 

(b) The COTP responds to a proposed 
amendment by notifying the licensee, 
in writing, before the requested date of 
the amendment whether the request is 
approved. If the request is disapproved, 
the COTP includes the reasons for dis-
approval in the notice. If the request is 
for an immediate amendment, the 
COTP responds as soon as possible. 

§ 150.35 How may an adjacent coastal 
State request an amendment to the 
operations manual? 

(a) An adjacent coastal State con-
nected by pipeline to the deepwater 
port may petition the cognizant COTP 
to amend the operations manual. The 
petition must include sufficient infor-
mation to allow the COTP to reach a 
decision concerning the proposed 
amendment. 

(b) After the COTP receives a peti-
tion, the COTP requests comments 
from the licensee. 

(c) After reviewing the petition and 
comments, and considering the costs 
and benefits involved, the COTP may 
approve the petition if the proposed 
amendment will provide equivalent or 
improved protection and safety. The 
adjacent coastal State may petition 
the Commandant (G-M) to review the 
decision of the COTP. Petitions must 
be made in writing and presented to 
the COTP for forwarding to the Com-
mandant (G-M) via the District Com-
mander. 

§ 150.40 Deviating from the operations 
manual. 

If, because of a particular situation, 
the licensee needs to deviate from the 
operations manual, the licensee must 
submit a written request to the COTP 
explaining why the deviation is nec-
essary and what alternative is pro-
posed. If the COTP determines that the 
deviation would ensure equivalent or 
greater protection and safety, the 
COTP authorizes the deviation and no-
tifies the licensee in writing. 
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