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appeal forthwith to the Commission 
from the determination or order. The 
filing by the staff of an appeal from an 
order of a presiding officer granting ac-
cess to Restricted Data or National Se-
curity Information shall stay the order 
pending determination of the appeal by 
the Commission. 

(e) Application granting access to re-
stricted data or national security in-
formation. 

(1) An application under this section 
for orders granting access to restricted 
data or national security information 
not received from another Government 
agency will normally be acted upon by 
the presiding officer, or if a proceeding 
is not before a presiding officer, by the 
Commission. 

(2) An application under this section 
for orders granting access to restricted 
data or national security information 
where the information has been re-
ceived by the Commission from an-
other Government agency will be acted 
upon by the Commission. 

(f) To the extent practicable, an ap-
plication for an order granting access 
under this section shall describe the 
subjects of Restricted Data or National 
Security Information to which access 
is desired and the level of classification 
(confidential, secret or other) of the in-
formation; the reasons why access to 
the information is requested; the 
names of individuals for whom clear-
ances are requested; and the reasons 
why security clearances are being re-
quested for those individuals. 

(g) On the conclusion of a proceeding, 
the Commission will terminate all or-
ders issued in the proceeding for access 
to Restricted Data or National Secu-
rity Information and all security clear-
ances granted pursuant to them; and 
may issue such orders requiring the 
disposal of classified matter received 
pursuant to them or requiring the ob-
servance of other procedures to safe-
guard such classified matter as it 
deems necessary to protect Restricted 
Data or National Security Information. 

(h) Refusal to grant access to re-
stricted data or national security in-
formation. 

(1) The Commission will not grant ac-
cess to restricted data or national se-
curity information unless it deter-
mines that the granting of access will 

not be inimical to the common defense 
and security. 

(2) Access to Restricted Data or Na-
tional Security Information which has 
been received by the Commission from 
another Government agency will not be 
granted by the Commission if the origi-
nating agency determines in writing 
that access should not be granted. The 
Commission will consult the origi-
nating agency prior to granting access 
to such data or information received 
from another Government agency. 

§ 2.906 Obligation of parties to avoid 
introduction of restricted data or 
national security information. 

It is the obligation of all parties in a 
proceeding subject to this part to 
avoid, where practicable, the introduc-
tion of Restricted Data or National Se-
curity Information into the proceeding. 
This obligation rests on each party 
whether or not all other parties have 
the required security clearance. 

§ 2.907 Notice of intent to introduce re-
stricted data or national security 
information. 

(a) If, at the time of publication of a 
notice of hearing, it appears to the 
staff that it will be impracticable for it 
to avoid the introduction of Restricted 
Data or National Security Information 
into the proceeding, it will file a notice 
of intent to introduce Restricted Data 
or National Security Information. 

(b) If, at the time of filing of an an-
swer to the notice of hearing it appears 
to the party filing that it will be im-
practicable for the party to avoid the 
introduction of Restricted Data or Na-
tional Security Information into the 
proceeding, the party shall state in the 
answer a notice of intent to introduce 
Restricted Data or National Security 
Information into the proceeding. 

(c) If, at any later stage of a pro-
ceeding, it appears to any party that it 
will be impracticable to avoid the in-
troduction of Restricted Data or Na-
tional Security Information into the 
proceeding, the party shall give to the 
other parties prompt written notice of 
intent to introduce Restricted Data or 
National Security Information into the 
proceeding. 
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