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a condition for grant of access author-
ization and access to classified infor-
mation, an executed ‘‘Classified Infor-
mation Nondisclosure Agreement’’ 
(SF–312) from the affected individual. 
The SF–312 is an agreement between 
the United States and an individual 
who is cleared for access to classified 
information. An employee issued an 
initial access authorization shall exe-
cute a SF–312 before being granted ac-
cess to classified information. The li-
censee or other organization shall for-
ward the executed SF–312 to the CSA 
for retention. If the employee refuses 
to execute the SF–312, the licensee or 
other organization shall deny the em-
ployee access to classified information 
and submit a report to the CSA. The 
SF–312 must be signed and dated by the 
employee and witnessed. The employ-
ee’s and witness’ signatures must bear 
the same date. The individual shall 
also be given a security orientation 
briefing in accordance with § 95.33 of 
this chapter. Records of access author-
ization grant and renewal notification 
must be maintained by the licensee or 
other organization for three years after 
the access authorization has been ter-
minated by the CSA. This information 
may also be furnished to other rep-
resentatives of the Commission, to li-
censees, contractors, or other Federal 
agencies. Notifications of access au-
thorization will not be given in writing 
to the affected individual except: 

(a) In those cases when the deter-
mination was made as a result of a Per-
sonnel Security Hearing or by a Per-
sonnel Security Review Panel ; or 

(b) When the individual also is the of-
ficial designated by the licensee or 
other organization to whom written 
NRC notifications are forwarded. 

[62 FR 17688, Apr. 11, 1997, as amended at 64 
FR 15648, Apr. 1, 1999] 

§ 25.25 Cancellation of requests for ac-
cess authorization. 

When a request for an individual’s ac-
cess authorization or renewal of an ac-
cess authorization is withdrawn or can-
celed, the requestor shall notify the 
CSA immediately by telephone so that 
the single scope background investiga-
tion, national agency check with law 
and credit investigation, or other per-
sonnel security action may be discon-

tinued. The requestor shall identify the 
full name and date of birth of the indi-
vidual, the date of request, and the 
type of access authorization or access 
authorization renewal requested. The 
requestor shall confirm each telephone 
notification promptly in writing. 

[64 FR 15648, Apr. 1, 1999] 

§ 25.27 Reopening of cases in which re-
quests for access authorizations are 
canceled. 

(a) In conjunction with a new request 
for access authorization (NRC Form 237 
or CSA equivalent) for individuals 
whose cases were previously canceled, 
new fingerprint cards (FD–257) in dupli-
cate and a new Security Acknowledg-
ment (NRC Form 176), or CSA equiva-
lent, must be furnished to the CSA 
along with the request. 

(b) Additionally, if 90 days or more 
have elapsed since the date of the last 
Questionnaire for National Security 
Positions (SF–86), or CSA equivalent, 
the individual must complete a per-
sonnel security packet (see § 25.17(d)). 
The CSA, based on investigative or 
other needs, may require a complete 
personnel security packet in other 
cases as well. A fee, equal to the 
amount paid for an initial request, will 
be charged only if a new or updating 
investigation by the NRC is required. 

[62 FR 17689, Apr. 11, 1997, as amended at 64 
FR 15648, Apr. 1, 1999] 

§ 25.29 Reinstatement of access au-
thorization. 

(a) An access authorization can be re-
instated provided that: 

(1) No more than 24 months has 
lapsed since the date of termination of 
the clearance; 

(2) There has been no break in em-
ployment with the employer since the 
date of termination of the clearance; 

(3) There is no known adverse infor-
mation; 

(4) The most recent investigation 
must not exceed 5 years (Top Secret, Q) 
or 10 years (Secret, L); and 

(5) The most recent investigation 
must meet or exceed the scope of the 
investigation required for the level of 
access authorization that is to be rein-
stated or granted. 

(b) An access authorization can be re-
instated at the same, or lower, level by 
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