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section 501 of the Rehabilitation Act of
1973 (29 U.S.C. 791).

(c) Informal process. A complainant
shall first exhaust informal adminis-
trative procedures before filing a for-
mal complaint alleging disability dis-
crimination in FDIC programs or ac-
tivities, or a denial of technology ac-
cess. The FDIC’s Office of Diversity
and Economic Opportunity shall be re-
sponsible for coordinating implementa-
tion of this section. An aggrieved indi-
vidual initiates the process by filing an
informal complaint with ODEO within
180 calendar days from the date of the
alleged disability discrimination or de-
nial of access to electronic information
technology. An informal complaint
with respect to any FDIC program or
activity must include a written state-
ment containing the individual’s name
and address which describes the FDIC’s
action in sufficient detail to inform the
FDIC of the nature and date of the al-
leged violation of these regulations. An
informal complaint for denial of tech-
nology access must clearly identify the
individual and the manner in which the
EIT was inaccessible. All informal
complaints shall be signed by the com-
plainant or one authorized to do so on
his or her behalf. Informal complaints
filed on behalf of third parties shall de-
scribe or identify (by name if possible)
the alleged victim of discrimination or
denial of technology access. During the
informal resolution process, ODEO has
30 days to attempt a resolution of the
matter. If the aggrieved individual
elects to participate in mediation, the
period for attempting informal resolu-
tion will be extended for an additional
60 calendar days. If the matter is not
resolved informally, the individual will
be provided written notice of the right
to file a formal complaint. All com-
plaints should be sent to the FDIC’s Of-
fice of Diversity and Economic Oppor-
tunity, 801 17th Street, NW., Wash-
ington, DC 20434.

(d) If the FDIC receives a complaint
over which it does not have jurisdic-
tion, it shall promptly notify the com-
plainant and shall make reasonable ef-
forts to refer the complainant to the
appropriate government entity.

(e) Formal complaints. The individual
must file a written formal complaint
within 15 calendar days after receiving
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the notice of a right to file a formal
complaint. Formal complaints must be
filed with the FDIC Chairman or the
ODEO Director. Within 120 days of the
receipt of such a complaint for which it
has jurisdiction, the FDIC shall notify
the complainant of the results of the
investigation in a letter containing—

(1) A finding regarding the alleged
violations;

(2) A description of a remedy for each
violation found; and

(3) A notice of the right to appeal.

(f) Appeals of the findings or rem-
edies must be filed by the complainant
within 30 days of receipt from the FDIC
of the letter required by §352.10 (e). The
FDIC may extend this time for good
cause.

(g) Timely appeals shall be accepted
and processed by the FDIC Chairman
or ODEO Director.

(h) The FDIC Chairman or ODEO Di-
rector shall notify the complainant of
the results of the appeal within 60 days
of the receipt of the request. If the
FDIC Chairman or ODEO Director de-
termines that additional information is
needed from the complainant, he or she
shall have 60 days from the date of re-
ceipt of the additional information to
make a determination on the appeal.

(i) The time limits set forth in (e)
and (h) above may be extended for an
individual case when the FDIC Chair-
man or ODEO Director determines that
there is good cause, based on the par-
ticular circumstances of that case.

(j) The FDIC may delegate its au-
thority for conducting complaint in-
vestigations to other federal agencies
or independent contractors, except
that the authority for making the final
determination may not be delegated.

§352.11 Notice.

The FDIC shall make available to
employees, applicants, participants,
beneficiaries, and other interested per-
sons such information regarding the
provisions of this part and its applica-
bility to the programs or activities
conducted by the FDIC, and make such
information available to them in such
manner as the Chairman or designee
finds necessary to apprise such persons
of the protections against discrimina-
tion under section 504 or technology
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Federal Deposit Insurance Corporation

access provided under section 508 and
this regulation.
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§353.1 Purpose and scope.

The purpose of this part is to ensure
that an insured state nonmember bank
files a Suspicious Activity Report when
it detects a known or suspected crimi-
nal violation of federal law or a sus-
picious transaction related to a money
laundering activity or a violation of
the Bank Secrecy Act. This part ap-
plies to all insured state nonmember
banks as well as any insured, state-li-
censed branches of foreign banks.

§353.2 Definitions.

For the purposes of this part:

(a) FinCEN means the Financial
Crimes Enforcement Network of the
Department of the Treasury.

(b) Institution-affiliated party means
any institution-affiliated party as that
term is defined in sections 3(u) and
8(b)(5) of the Federal Deposit Insurance
Act (12 U.S.C. 1813(u) and 1818(b)(b)).

§353.3 Reports and records.

(a) Suspicious activity reports required.
A bank shall file a suspicious activity
report with the appropriate federal law
enforcement agencies and the Depart-
ment of the Treasury, in accordance
with the form’s instructions, by send-
ing a completed suspicious activity re-
port to FinCEN in the following cir-
cumstances:

(1) Insider abuse involving any amount.
Whenever the bank detects any known
or suspected federal criminal violation,
or pattern of criminal violations, com-
mitted or attempted against the bank
or involving a transaction or trans-
actions conducted through the bank,
where the bank believes it was either
an actual or potential victim of a
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criminal violation, or series of crimi-
nal violations, or that the bank was
used to facilitate a criminal trans-
action, and the bank has a substantial
basis for identifying one of the bank’s
directors, officers, employees, agents,
or other institution-affiliated parties
as having committed or aided in the
commission of the criminal violation,
regardless of the amount involved in
the violation;

(2) Transactions aggregating $5,000 or
more where a suspect can be identified.
Whenever the bank detects any known
or suspected federal criminal violation,
or pattern of criminal violations, com-
mitted or attempted against the bank
or involving a transaction or trans-
actions conducted through the bank,
and involving or aggregating $5,000 or
more in funds or other assets, where
the bank believes it was either an ac-
tual or potential victim of a criminal
violation, or series of criminal viola-
tions, or that the bank was used to fa-
cilitate a criminal transaction, and the
bank has a substantial basis for identi-
fying a possible suspect or group of sus-
pects. If it is determined prior to filing
this report that the identified suspect
or group of suspects has used an
“alias’, then information regarding
the true identity of the suspect or
group of suspects, as well as alias iden-
tifiers, such as driver’s license or social
security numbers, addresses and tele-
phone numbers, must be reported;

(3) Transactions aggregating $25,000 or
more regardless of potential suspects.
Whenever the bank detects any known
or suspected federal criminal violation,
or pattern of criminal violations, com-
mitted or attempted against the bank
or involving a transaction or trans-
actions conducted through the bank,
involving or aggregating $25,000 or
more in funds or other assets, where
the bank believes it was either an ac-
tual or potential victim of a criminal
violation, or series of criminal viola-
tions, or that the bank was used to fa-
cilitate a criminal transaction, even
though the bank has no substantial
basis for identifying a possible suspect
or group of suspects; or

(4) Transactions aggregating $5,000 or
more that involve potential money laun-
dering or violations of the Bank Secrecy
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