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writing, by the Senior Agency Official 
for Classified National Security Infor-
mation. 

(4) Declassification Authority, Secret 
and Confidential. (i) Security Adminis-
trative Team Leader, Headquarters 
NASA. 

(ii) Such other officials as may be 
delegated declassification authority, in 
writing, by the Senior Agency Official 
for Classified National Security Infor-
mation. 

(c) Written requests for original clas-
sification authority or declassification 
authority shall be forwarded to the 
Senior Agency Official for Classified 
National Security Information, with 
appropriate justification appended 
thereto. 

(d) The Senior Agency Official for 
Classified National Security Informa-
tion shall maintain a list of all delega-
tions of original classification of de-
classification authority by name or 
title of the position held. 

(e) The Senior Agency Official for 
Classified National Security Informa-
tion shall conduct a periodic review of 
delegation lists to ensure that the offi-
cials so designated have demonstrated 
a continuing need to exercise such au-
thority. 

(f) Original classification authority 
shall not be delegated to persons who 
only reproduce, extract, or summarize 
classified information, or who only 
apply classification markings derived 
from source material or as directed by 
a classification guide. 

§ 1203.801 Redelegation. 
Redelegation of TOP SECRET, SE-

CRET, or CONFIDENTIAL original 
classification authority or declassifica-
tion authority is not authorized. 

§ 1203.802 Reporting. 
The officials to whom original classi-

fication authority has been delegated 
under this section shall ensure that 
feedback is provided to the Senior 
Agency Official for National Security 
Information. The Senior Agency Offi-
cial for National Security Information 
shall keep the Administrator currently 
informed of all significant actions, 
problems, or other matters of sub-
stance related to the exercise of the au-
thority delegated hereunder. 

Subpart I—NASA Information 
Security Program Committee 

SOURCE: 54 FR 6881, Feb. 15, 1989, unless 
otherwise noted. 

§ 1203.900 Establishment. 
Pursuant to Executive Order 12958, 

‘‘National Security Information,’’ and 
the National Aeronautics and Space 
Act of 1958, as amended, there is estab-
lished a NASA Information Security 
Program Committee (hereinafter re-
ferred to as the Committee) as part of 
the permanent administrative struc-
ture of NASA. The Director, NASA Se-
curity Management Office, is des-
ignated to act as the Chairperson of 
the Committee. The Senior Security 
Specialist, NASA Security Manage-
ment Office, is designated to act as the 
Committee Executive Secretary. 

[64 FR 72535, Dec. 28, 1999] 

§ 1203.901 Responsibilities. 
(a) The Chairperson reports to the 

Administrator concerning the manage-
ment and direction of the NASA Infor-
mation Security Program as provided 
for in subpart B of this part. In this 
connection, the Chairperson is sup-
ported and advised by the Committee. 

(b) The Committee shall act on all 
appeals from denials of declassification 
requests and on all suggestions and 
complaints with respect to administra-
tion of the NASA Information Security 
Program as provided for in subpart B of 
this part. 

(c) The Executive Secretary of the 
Committee shall maintain all records 
produced by the Committee, its sub-
committees, and its ad hoc panels. 

(d) The NASA Security Office, NASA 
Headquarters, will provide staff assist-
ance, and investigative and support 
services for the Committee. 

§ 1203.902 Membership. 
The Committee will consist of the 

Chairperson and Executive Secretary. 
In addition, each of the following 
NASA officials will nominate one per-
son to Committee membership: 

(a) Associate Administrator for: 
(1) Aero-Space Technology. 
(2) Space Science. 
(3) Space Flight. 
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(4) External Relations. 
(5) Life and Microgravity Sciences 

and Applications. 
(b) Associate Deputy Administrator. 
(c) General Counsel. 
Other members may be designated 

upon specific request of the Chair-
person. 

[54 FR 6881, Feb. 15, 1989, as amended by 64 
FR 72535, Dec. 28, 1999] 

§ 1203.903 Ad hoc committees. 
The Chairperson is authorized to es-

tablish such ad hoc panels or sub-
committees as may be necessary in the 
conduct of the Committee’s work. 

§ 1203.904 Meetings. 
(a) Meetings will be held at the call 

of the Chairperson. 
(b) Records produced by the Com-

mittee and the minutes of each meet-
ing will be maintained by the Execu-
tive Secretary. 

PART 1203a—NASA SECURITY 
AREAS 

Sec. 
1203a.100 Purpose and scope. 
1203a.101 Definitions. 
1203a.102 Establishment, maintenance, and 

revocation of security areas. 
1203a.103 Access to security areas. 
1203a.104 Violation of security areas. 
1203a.105 Implementation by field and com-

ponent installations. 

AUTHORITY: 18 U.S.C. 799. 

SOURCE: 38 FR 8056, Mar. 28, 1973, unless 
otherwise noted. 

§ 1203a.100 Purpose and scope. 
(a) To insure the uninterrupted and 

successful accomplishment of the 
NASA mission, certain designated se-
curity areas may be established and 
maintained by NASA installations and 
component installations in order to 
provide appropriate and adequate pro-
tection for facilities, property, or clas-
sified information and material in the 
possession or custody of NASA or 
NASA contractors located at NASA in-
stallations and component installa-
tions. 

(b) This part 1203a sets forth: 
(1) The designation and maintenance 

of security areas, 

(2) The responsibilities and proce-
dures in connection therewith, and 

(3) The penalties that may be en-
forced through court actions against 
unauthorized persons entering security 
areas. 

§ 1203a.101 Definitions. 
For the purpose of this part, the fol-

lowing definitions apply: 
(a) Security area. A physically defined 

area, established for the protection or 
security of facilities, property, or 
classfied information and material in 
the possession or custody of NASA or a 
NASA contractor located at a NASA 
installation or component installation, 
entry to which is subject to security 
measures, procedures, or controls. Se-
curity areas which may be established 
are: 

(1) Restricted area. An area wherein 
security measures are applied pri-
marily for the safeguarding or the ad-
ministrative control of property or to 
protect operations and functions which 
are vital or essential to the accom-
plishment of the mission assigned to a 
NASA installation or component in-
stallation. 

(2) Limited area. An area wherein se-
curity measures are applied primarily 
for the safeguarding of classified infor-
mation and material or unclassified 
property warranting special protection 
and in which the uncontrolled move-
ment of visitors would permit access to 
such classified information and mate-
rial or property, but within which area 
such access may be prevented by appro-
priate visitor escort and other internal 
restrictions and controls. 

(3) Closed area. An area wherein secu-
rity measures are applied primarily for 
the purpose of safeguarding classified 
information and material; entry to the 
area being equivalent, for all practical 
purposes, to access to such classified 
information and material. 

(b) Temporary security area. A des-
ignated interim security area, the need 
for which will not exceed 30 days from 
date of establishment. A temporary se-
curity area may also be established on 
an interim basis, pending approval of 
its establishment as a permanent secu-
rity area. 

(c) Permanent security area. A des-
ignated security area, the need for 
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