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(3) Ensure that all parties involved 
know their responsibilities and that all 
information contained in the plan is 
current. 

(b) TSA may approve alternative im-
plementation measures, reviews, and 
exercises to the contingency plan 
which will provide an overall level of 
security equal to the contingency plan 
under paragraph (a) of this section. 

§ 1542.303 Security Directives and In-
formation Circulars. 

(a) TSA may issue an Information 
Circular to notify airport operators of 
security concerns. When TSA deter-
mines that additional security meas-
ures are necessary to respond to a 
threat assessment or to a specific 
threat against civil aviation, TSA 
issues a Security Directive setting 
forth mandatory measures. 

(b) Each airport operator must com-
ply with each Security Directive issued 
to the airport operator within the time 
prescribed in the Security Directive. 

(c) Each airport operator that re-
ceives a Security Directive must— 

(1) Within the time prescribed in the 
Security Directive, verbally acknowl-
edge receipt of the Security Directive 
to TSA. 

(2) Within the time prescribed in the 
Security Directive, specify the method 
by which the measures in the Security 
Directive have been implemented (or 
will be implemented, if the Security 
Directive is not yet effective). 

(d) In the event that the airport oper-
ator is unable to implement the meas-
ures in the Security Directive, the air-
port operator must submit proposed al-
ternative measures and the basis for 
submitting the alternative measures to 
TSA for approval. The airport operator 
must submit the proposed alternative 
measures within the time prescribed in 
the Security Directive. The airport op-
erator must implement any alternative 
measures approved by TSA. 

(e) Each airport operator that re-
ceives a Security Directive may com-
ment on the Security Directive by sub-
mitting data, views, or arguments in 
writing to TSA. TSA may amend the 
Security Directive based on comments 
received. Submission of a comment 
does not delay the effective date of the 
Security Directive. 

(f) Each airport operator that re-
ceives a Security Directive or an Infor-
mation Circular and each person who 
receives information from a Security 
Directive or an Information Circular 
must: 

(1) Restrict the availability of the Se-
curity Directive or Information Cir-
cular, and information contained in ei-
ther document, to those persons with 
an operational need-to-know. 

(2) Refuse to release the Security Di-
rective or Information Circular, and in-
formation contained in either docu-
ment, to persons other than those who 
have an operational need to know with-
out the prior written consent of TSA. 

§ 1542.305 Public advisories. 

When advised by TSA, each airport 
operator must prominently display and 
maintain in public areas information 
concerning foreign airports that, in the 
judgment of the Secretary of Transpor-
tation, do not maintain and administer 
effective security measures. This infor-
mation must be posted in the manner 
specified in the security program and 
for such a period of time determined by 
the Secretary of Transportation. 

§ 1542.307 Incident management. 

(a) Each airport operator must estab-
lish procedures to evaluate bomb 
threats, threats of sabotage, aircraft 
piracy, and other unlawful interference 
to civil aviation operations. 

(b) Immediately upon direct or re-
ferred receipt of a threat of any of the 
incidents described in paragraph (a) of 
this section, each airport operator 
must— 

(1) Evaluate the threat in accordance 
with its security program; 

(2) Initiate appropriate action as 
specified in the Airport Emergency 
Plan under 14 CFR 139.325; and 

(3) Immediately notify TSA of acts, 
or suspected acts, of unlawful inter-
ference to civil aviation operations, in-
cluding specific bomb threats to air-
craft and airport facilities. 

(c) Airport operators required to have 
a security program under § 1542.103(c) 
but not subject to 14 CFR part 139, 
must develop emergency response pro-
cedures to incidents of threats identi-
fied in paragraph (a) of this section. 
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(d) To ensure that all parties know 
their responsibilities and that all pro-
cedures are current, at least once every 
12 calendar months each airport oper-
ator must review the procedures re-
quired in paragraphs (a) and (b) of this 
section with all persons having respon-
sibilities for such procedures. 

PART 1544—AIRCRAFT OPERATOR 
SECURITY: AIR CARRIERS AND 
COMMERCIAL OPERATORS 
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Subpart D—Threat and Threat Response 
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1544.303 Bomb or air piracy threats. 
1544.305 Security Directives and Informa-

tion Circulars. 

Subpart E—Screener Qualifications When 
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1544.401 Applicability of this subpart. 
1544.403 Current screeners. 
1544.405 New screeners: Qualifications of 
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1544.407 New screeners: Training, testing, 

and knowledge of individuals who per-
form screening functions. 

1544.409 New screeners: Integrity of screener 
tests. 

1544.411 New screeners: Continuing quali-
fications for screening personnel. 

AUTHORITY: 49 U.S.C. 114, 5103, 40113, 44901– 
44905, 44907, 44913–44914, 44916–44918, 44932, 
44935–44936, 44942, 46105. 

SOURCE: 67 FR 8364, Feb. 22, 2002, unless 
otherwise noted. 

Subpart A—General 
§ 1544.1 Applicability of this part. 

(a) This part prescribes aviation se-
curity rules governing the following: 

(1) The operations of aircraft opera-
tors holding operating certificates 
under 14 CFR part 119 for scheduled 
passenger operations, public charter 
passenger operations, private charter 
passenger operations; the operations of 
aircraft operators holding operating 
certificates under 14 CFR part 119 oper-
ating aircraft with a maximum certifi-
cated takeoff weight of 12,500 pounds or 
more; and other aircraft operators 
adopting and obtaining approval of an 
aircraft operator security program. 

(2) Each law enforcement officer fly-
ing armed aboard an aircraft operated 
by an aircraft operator described in 
paragraph (a)(1) of this section. 

(3) Each aircraft operator that re-
ceives a Security Directive or Informa-
tion Circular and each person who re-
ceives information from a Security Di-
rective or Information Circular issued 
by TSA. 

(b) As used in this part, ‘‘aircraft op-
erator’’ means an aircraft operator 
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