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State means a State of the United 
States and the District of Columbia. 

Transportation Worker Identification 
Credential (TWIC) means a Federal bio-
metric credential, issued to an indi-
vidual, when TSA determines that the 
individual does not pose a security 
threat. 

Withdrawal of Initial Determination of 
Threat Assessment is the document that 
TSA issues after issuing an Initial De-
termination of Security Threat, when 
TSA determines that an individual 
does not pose a security threat that 
warrants denial of an HME or TWIC. 

[72 FR 3593, Jan. 25, 2007; 72 FR 14050, Mar. 26, 
2007] 

§ 1570.5 Fraud and intentional fal-
sification of records. 

No person may make, cause to be 
made, attempt, or cause to attempt 
any of the following: 

(a) Any fraudulent or intentionally 
false statement in any record or report 
that is kept, made, or used to show 
compliance with the subchapter, or ex-
ercise any privileges under this sub-
chapter. 

(b) Any reproduction or alteration, 
for fraudulent purpose, of any record, 
report, security program, access me-
dium, or identification medium issued 
under this subchapter or pursuant to 
standards in this subchapter. 

§ 1570.7 Fraudulent use or manufac-
ture; responsibilities of persons. 

(a) No person may use or attempt to 
use a credential, security threat assess-
ment, access control medium, or iden-
tification medium issued or conducted 
under this subchapter that was issued 
or conducted for another person. 

(b) No person may make, produce, 
use or attempt to use a false or fraudu-
lently created access control medium, 
identification medium or security 
threat assessment issued or conducted 
under this subchapter. 

(c) No person may tamper or inter-
fere with, compromise, modify, at-
tempt to circumvent, or circumvent 
TWIC access control procedures. 

(d) No person may cause or attempt 
to cause another person to violate 
paragraphs (a)–(c) of this section. 

§ 1570.9 Inspection of credential. 
(a) Each person who has been issued 

or possesses a TWIC must present the 
TWIC for inspection upon a request 
from TSA, the Coast Guard, or other 
authorized DHS representative; an au-
thorized representative of the National 
Transportation Safety Board; or a Fed-
eral, State, or local law enforcement 
officer. 

(b) Each person who has been issued 
or who possesses a TWIC must allow 
his or her TWIC to be read by a reader 
and must submit his or her reference 
biometric, such as a fingerprint, and 
any other required information, such 
as a PIN, to the reader, upon a request 
from TSA, the Coast Guard, other au-
thorized DHS representative; or a Fed-
eral, State, or local law enforcement 
officer. 

§ 1570.11 Compliance, inspection, and 
enforcement. 

(a) Each owner/operator must allow 
TSA, at any time or place, to make 
any inspections or tests, including 
copying records, to determine compli-
ance of an owner/operator with— 

(1) This subchapter and part 1520 of 
this chapter; and 

(2) 46 U.S.C. 70105 and 49 U.S.C. 114. 
(b) At the request of TSA, each 

owner/operator must provide evidence 
of compliance with this subchapter and 
part 1520 of this chapter, including cop-
ies of records. 

PART 1572—CREDENTIALING AND 
SECURITY THREAT ASSESSMENTS 

Subpart A—Procedures and General 
Standards 

Sec. 
1572.1 Applicability. 
1572.3 Scope. 
1572.5 Standards for security threat assess-

ments. 
1572.7 [Reserved] 
1572.9 Applicant information required for 

HME security threat assessment. 
1572.11 Applicant responsibilities for HME 

security threat assessment. 
1572.13 State responsibilities for issuance of 

hazardous materials endorsement. 
1572.15 Procedures for HME security threat 

assessment. 
1572.17 Applicant information required for 

TWIC security threat assessment. 
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1572.19 Applicant responsibilities for a 
TWIC security threat assessment. 

1572.21 Procedures for TWIC security threat 
assessment. 

1572.23 TWIC expiration. 
1572.24–1572.40 [Reserved] 

Subpart B—Qualification Standards for 
Security Threat Assessments 

1572.101 Scope. 
1572.103 Disqualifying criminal offenses. 
1572.105 Immigration status. 
1572.107 Other analyses. 
1572.109 Mental capacity. 
1572.111–1572.139 [Reserved] 

Subpart C—Transportation of Hazardous 
Materials From Canada or Mexico To 
and Within the United States by Land 
Modes 

1572.201 Transportation of hazardous mate-
rials via commercial motor vehicle from 
Canada or Mexico to and within the 
United States. 

1572.203 Transportation of explosives from 
Canada to the United States via railroad 
carrier. 

Subpart D [Reserved] 

Subpart E—Fees for Security Threat 
Assessments for Hazmat Drivers 

1572.400 Scope and definitions. 
1572.401 Fee collection options. 
1572.403 Procedures for collection by States. 
1572.405 Procedures for collection by TSA. 

Subpart F—Fees for Security Threat Assess-
ments for Transportation Worker Identi-
fication Credential (TWIC) 

1572.500 Scope. 
1572.501 Fee collection. 

AUTHORITY: 46 U.S.C. 70105; 49 U.S.C. 114, 
5103a, 40113, and 46105; 18 U.S.C. 842, 845; 6 
U.S.C. 469. 

SOURCE: 72 FR 3595, Jan. 25, 2007, unless 
otherwise noted. 

Subpart A—Procedures and 
General Standards 

§ 1572.1 Applicability. 
This part establishes regulations for 

credentialing and security threat as-
sessments for certain maritime and 
land transportation workers. 

§ 1572.3 Scope. 
This part applies to— 

(a) State agencies responsible for 
issuing a hazardous materials endorse-
ment (HME); and 

(b) An applicant who— 
(1) Is qualified to hold a commercial 

driver’s license under 49 CFR parts 383 
and 384, and is applying to obtain, 
renew, or transfer an HME; or 

(2) Is applying to obtain or renew a 
TWIC in accordance with 33 CFR parts 
104 through 106 or 46 CFR part 10; is a 
commercial driver licensed in Canada 
or Mexico and is applying for a TWIC 
to transport hazardous materials in ac-
cordance with 49 CFR 1572.201; or other 
individuals approved by TSA. 

[72 FR 3595, Jan. 25, 2007, as amended at 72 
FR 55048, Sept. 28, 2007] 

§ 1572.5 Standards for security threat 
assessments. 

(a) Standards. TSA determines that 
an applicant poses a security threat 
warranting denial of an HME or TWIC, 
if— 

(1) The applicant has a disqualifying 
criminal offense described in 49 CFR 
1572.103; 

(2) The applicant does not meet the 
immigration status requirements de-
scribed in 49 CFR 1572.105; 

(3) TSA conducts the analyses de-
scribed in 49 CFR 1572.107 and deter-
mines that the applicant poses a secu-
rity threat; or 

(4) The applicant has been adju-
dicated as lacking mental capacity or 
committed to a mental health facility, 
as described in 49 CFR 1572.109. 

(b) Immediate Revocation/Invalidation. 
TSA may invalidate a TWIC or direct a 
State to revoke an HME immediately, 
if TSA determines during the security 
threat assessment that an applicant 
poses an immediate threat to transpor-
tation security, national security, or of 
terrorism. 

(c) Violation of FMCSA Standards. The 
regulations of the Federal Motor Car-
rier Safety Administration (FMCSA) 
provide that an applicant is disquali-
fied from operating a commercial 
motor vehicle for specified periods, if 
he or she has an offense that is listed 
in the FMCSA rules at 49 CFR 383.51. If 
records indicate that an applicant has 
committed an offense that would dis-
qualify the applicant from operating a 
commercial motor vehicle under 49 
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