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(3) Wire or other similar transfers. Any 
transfer of funds through Fedwire or 
through a similar wire transfer system 
that is used primarily for transfers be-
tween financial institutions or between 
businesses. 

(4) Securities and commodities transfers. 
Any transfer of funds the primary pur-
pose of which is the purchase or sale of 
a security or commodity, if the secu-
rity or commodity is: 

(i) Regulated by the Securities and 
Exchange Commission or the Com-
modity Futures Trading Commission; 

(ii) Purchased or sold through a 
broker-dealer regulated by the Securi-
ties and Exchange Commission or 
through a futures commission mer-
chant regulated by the Commodity Fu-
tures Trading Commission; or 

(iii) Held in book-entry form by a 
Federal Reserve Bank or federal agen-
cy. 

(5) Automatic transfers by account- 
holding institution. Any transfer of 
funds under an agreement between a 
consumer and a financial institution 
which provides that the institution 
will initiate individual transfers with-
out a specific request from the con-
sumer: 

(i) Between a consumer’s accounts 
within the financial institution; 

(ii) From a consumer’s account to an 
account of a member of the consumer’s 
family held in the same financial insti-
tution; or 

(iii) Between a consumer’s account 
and an account of the financial institu-
tion, except that these transfers re-
main subject to § 205.10(e) regarding 
compulsory use and sections 915 and 916 
of the act regarding civil and criminal 
liability. 

(6) Telephone-initiated transfers. Any 
transfer of funds that: 

(i) Is initiated by a telephone com-
munication between a consumer and a 
financial institution making the trans-
fer; and 

(ii) Does not take place under a tele-
phone bill-payment or other written 
plan in which periodic or recurring 
transfers are contemplated. 

(7) Small institutions. Any 
preauthorized transfer to or from an 
account if the assets of the account- 
holding financial institution were $100 
million or less on the preceding Decem-

ber 31. If assets of the account-holding 
institution subsequently exceed $100 
million, the institution’s exemption for 
preauthorized transfers terminates one 
year from the end of the calendar year 
in which the assets exceed $100 million. 
Preauthorized transfers exempt under 
this paragraph (c)(7) remain subject to 
§ 205.10(e) regarding compulsory use and 
sections 915 and 916 of the act regard-
ing civil and criminal liability. 

[Reg. E, 61 FR 19669, May 2, 1996, as amended 
at 71 FR 1659, Jan. 10, 2006; 71 FR 51456, Aug. 
30, 2006] 

§ 205.4 General disclosure require-
ments; jointly offered services. 

(a)(1) Form of disclosures. Disclosures 
required under this part shall be clear 
and readily understandable, in writing, 
and in a form the consumer may keep. 
The disclosures required by this part 
may be provided to the consumer in 
electronic form, subject to compliance 
with the consumer consent and other 
applicable provisions of the Electronic 
Signatures in Global and National 
Commerce Act (E-Sign Act)(15 U.S.C. 
7001 et seq.). A financial institution 
may use commonly accepted or readily 
understandable abbreviations in com-
plying with the disclosure require-
ments of this part. 

(2) Foreign language disclosures. Dis-
closures required under this part may 
be made in a language other than 
English, provided that the disclosures 
are made available in English upon the 
consumer’s request. 

(b) Additional information; disclosures 
required by other laws. A financial insti-
tution may include additional informa-
tion and may combine disclosures re-
quired by other laws (such as the Truth 
in Lending Act (15 U.S.C. 1601 et seq.) 
or the Truth in Savings Act (12 U.S.C. 
4301 et seq.)) with the disclosures re-
quired by this part. 

(c) Multiple accounts and account hold-
ers—(1) Multiple accounts. A financial 
institution may combine the required 
disclosures into a single statement for 
a consumer who holds more than one 
account at the institution. 

(2) Multiple account holders. For joint 
accounts held by two or more con-
sumers, a financial institution need 
provide only one set of the required 
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disclosures and may provide them to 
any of the account holders. 

(d) Services offered jointly. Financial 
institutions that provide electronic 
fund transfer services jointly may con-
tract among themselves to comply 
with the requirements that this part 
imposes on any or all of them. An in-
stitution need make only the disclo-
sures required by §§ 205.7 and 205.8 that 
are within its knowledge and within 
the purview of its relationship with the 
consumer for whom it holds an ac-
count. 

[Reg. E, 61 FR 19669, May 2, 1996, as amended 
at 63 FR 14532, Mar. 25, 1998; 66 FR 17793, Apr. 
4, 2001; 72 FR 63456, Nov. 9, 2007] 

§ 205.5 Issuance of access devices. 
(a) Solicited issuance. Except as pro-

vided in paragraph (b) of this section, a 
financial institution may issue an ac-
cess device to a consumer only: 

(1) In response to an oral or written 
request for the device; or 

(2) As a renewal of, or in substitution 
for, an accepted access device whether 
issued by the institution or a suc-
cessor. 

(b) Unsolicited issuance. A financial 
institution may distribute an access 
device to a consumer on an unsolicited 
basis if the access device is: 

(1) Not validated, meaning that the 
institution has not yet performed all 
the procedures that would enable a 
consumer to initiate an electronic fund 
transfer using the access device; 

(2) Accompanied by a clear expla-
nation that the access device is not 
validated and how the consumer may 
dispose of it if validation is not desired; 

(3) Accompanied by the disclosures 
required by § 205.7, of the consumer’s 
rights and liabilities that will apply if 
the access device is validated; and 

(4) Validated only in response to the 
consumer’s oral or written request for 
validation, after the institution has 
verified the consumer’s identity by a 
reasonable means. 

§ 205.6 Liability of consumer for unau-
thorized transfers. 

(a) Conditions for liability. A consumer 
may be held liable, within the limita-
tions described in paragraph (b) of this 
section, for an unauthorized electronic 
fund transfer involving the consumer’s 

account only if the financial institu-
tion has provided the disclosures re-
quired by § 205.7(b)(1), (2), and (3). If the 
unauthorized transfer involved an ac-
cess device, it must be an accepted ac-
cess device and the financial institu-
tion must have provided a means to 
identify the consumer to whom it was 
issued. 

(b) Limitations on amount of liability. A 
consumer’s liability for an unauthor-
ized electronic fund transfer or a series 
of related unauthorized transfers shall 
be determined as follows: 

(1) Timely notice given. If the con-
sumer notifies the financial institution 
within two business days after learning 
of the loss or theft of the access device, 
the consumer’s liability shall not ex-
ceed the lesser of $50 or the amount of 
unauthorized transfers that occur be-
fore notice to the financial institution. 

(2) Timely notice not given. If the con-
sumer fails to notify the financial in-
stitution within two business days 
after learning of the loss or theft of the 
access device, the consumer’s liability 
shall not exceed the lesser of $500 or 
the sum of: 

(i) $50 or the amount of unauthorized 
transfers that occur within the two 
business days, whichever is less; and 

(ii) The amount of unauthorized 
transfers that occur after the close of 
two business days and before notice to 
the institution, provided the institu-
tion establishes that these transfers 
would not have occurred had the con-
sumer notified the institution within 
that two-day period. 

(3) Periodic statement; timely notice not 
given. A consumer must report an un-
authorized electronic fund transfer 
that appears on a periodic statement 
within 60 days of the financial institu-
tion’s transmittal of the statement to 
avoid liability for subsequent transfers. 
If the consumer fails to do so, the con-
sumer’s liability shall not exceed the 
amount of the unauthorized transfers 
that occur after the close of the 60 days 
and before notice to the institution, 
and that the institution establishes 
would not have occurred had the con-
sumer notified the institution within 
the 60-day period. When an access de-
vice is involved in the unauthorized 
transfer, the consumer may be liable 
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