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(ii) The site is licensed or registered 
by a Federal, State, or local govern-
ment agency; or 

(iii) The site is on a list (including a 
list on an internet web site) or map 
maintained by or available from a Fed-
eral, State, or local government agency 
and available to the general public. 

(c) Newly identified areas. When an op-
erator has information that the area 
around a pipeline segment not pre-
viously identified as a high con-
sequence area could satisfy any of the 
definitions in § 192.903, the operator 
must complete the evaluation using 
method (1) or (2). If the segment is de-
termined to meet the definition as a 
high consequence area, it must be in-
corporated into the operator’s baseline 
assessment plan as a high consequence 
area within one year from the date the 
area is identified. 

§ 192.907 What must an operator do to 
implement this subpart? 

(a) General. No later than December 
17, 2004, an operator of a covered pipe-
line segment must develop and follow a 
written integrity management pro-
gram that contains all the elements de-
scribed in § 192.911 and that addresses 
the risks on each covered transmission 
pipeline segment. The initial integrity 
management program must consist, at 
a minimum, of a framework that de-
scribes the process for implementing 
each program element, how relevant 
decisions will be made and by whom, a 
time line for completing the work to 
implement the program element, and 
how information gained from experi-
ence will be continuously incorporated 
into the program. The framework will 
evolve into a more detailed and com-
prehensive program. An operator must 
make continual improvements to the 
program. 

(b) Implementation Standards. In car-
rying out this subpart, an operator 
must follow the requirements of this 
subpart and of ASME/ANSI B31.8S (in-
corporated by reference, see § 192.7) and 
its appendices, where specified. An op-
erator may follow an equivalent stand-
ard or practice only when the operator 
demonstrates the alternative standard 
or practice provides an equivalent level 
of safety to the public and property. In 
the event of a conflict between this 

subpart and ASME/ANSI B31.8S, the re-
quirements in this subpart control. 

§ 192.909 How can an operator change 
its integrity management program? 

(a) General. An operator must docu-
ment any change to its program and 
the reasons for the change before im-
plementing the change. 

(b) Notification. An operator must no-
tify OPS, in accordance with § 192.949, 
of any change to the program that may 
substantially affect the program’s im-
plementation or may significantly 
modify the program or schedule for 
carrying out the program elements. An 
operator must also notify a State or 
local pipeline safety authority when ei-
ther a covered segment is located in a 
State where OPS has an interstate 
agent agreement, or an intrastate cov-
ered segment is regulated by that 
State. An operator must provide the 
notification within 30 days after adopt-
ing this type of change into its pro-
gram. 

[68 FR 69817, Dec. 15, 2003, as amended by 
Amdt. 192–95, 69 FR 18231, Apr. 6, 2004] 

§ 192.911 What are the elements of an 
integrity management program? 

An operator’s initial integrity man-
agement program begins with a frame-
work (see § 192.907) and evolves into a 
more detailed and comprehensive in-
tegrity management program, as infor-
mation is gained and incorporated into 
the program. An operator must make 
continual improvements to its pro-
gram. The initial program framework 
and subsequent program must, at min-
imum, contain the following elements. 
(When indicated, refer to ASME/ANSI 
B31.8S (incorporated by reference, see 
§ 192.7) for more detailed information 
on the listed element.) 

(a) An identification of all high con-
sequence areas, in accordance with 
§ 192.905. 

(b) A baseline assessment plan meet-
ing the requirements of § 192.919 and 
§ 192.921. 

(c) An identification of threats to 
each covered pipeline segment, which 
must include data integration and a 
risk assessment. An operator must use 
the threat identification and risk as-
sessment to prioritize covered seg-
ments for assessment (§ 192.917) and to 
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